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Цель: познакомиться с двухключевой системой шифрования RSA.

***Задание:***

Построить двухключевую систему с использованием алгоритма RSA и выполнить в ней операцию шифрования и дешифрования трех первых букв фамилии студента (при количестве букв меньше 3, недостающие буквы берутся из имени). Пара простых чисел P и Q выбирается из диапазона ближайших к количеству букв в фамилии и имени студента.

Код программы:

#include "stdafx.h"

#include <iostream>

#include <Windows.h>

#include <cmath>

#include <conio.h>

using namespace std;

int encryptCh(int, int, int);

char \* encrypt(int, int, char\*);

int decryptCh(int, int, int);

char \* decrypt(int, int, char\*);

int main()

{

int p = 3, q = 11;

int N = p\*q, L = (p - 1)\*(q - 1);

int e = 7, d = 3;

while (1)

{

system("cls");

char \* message = new char[1024];

cin >> message; cout << endl;

message = encrypt(e, N, message);

cout << "Encrypt: " << message << endl;

message = decrypt(d, N, message);

cout << "Decrypt: " << message << endl;

int input = \_getch();

if (input == 27)

break;

}

system("pause");

return 0;

}

char \* encrypt(int e, int N, char\* message)

{

int i = 0;

while (message[i] != '\0')

{

int chInt = (int)message[i] - 104;

double chDouble = pow((double)chInt, (double)e);

int chRes = (long long)chDouble % N;

message[i] = (char)chRes;

i++;

}

return message;

}

char \* decrypt(int d, int N, char\* message)

{

int i = 0;

while (message[i] != '\0')

{

int chInt = (int)message[i];

double chDouble = pow((double)chInt, (double)d);

int chRes = (long long)chDouble % N;

message[i] = (char)(chRes+104);

i++;

}

return message;

}

Output:

![](data:image/png;base64,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)

Вывод: по ходу лабораторной работы познакомился с двухключевой системой шифрования RSA.